Privacy Notice – National Data Opt-out

	The national data opt-out applies to the disclosure of confidential patient information for purposes beyond individual care (research and planning) across the health and adult social care system in England. In broad terms the national data opt-out applies unless there is a mandatory legal requirement or an overriding public interest for the data to be shared. The opt-out does not apply when the individual has consented to the sharing of their data or where the data is anonymised.
Any person registered on the Personal Demographic Services (PDS) and who consequently has an NHS number allocated to them is able to set a national data opt-out. The opt-out is stored in a central repository against their NHS number on the Spine.

The national opt-out applies to a number of datasets including:

National Clinical Audit of Rheumatoid and Early Inflammatory - NHS Digital collects this data on behalf of the British Society for Rheumatology to improve the quality of care for patients with Rheumatoid and early.
National Adult Community Acquired Pneumonia (CAP) Audit - NHS Digital collects this data on behalf of the British Thoracic Society to assess variation in the care of patients hospitalised with pneumonia in the UK.
Trauma Audit & Research Network (TARN) - NHS Digital collects this Confidential Patient Information on behalf (CPI) on behalf TARN
Invoice Backing Data for Contracted Activity - NHS Digital collects this data to enable Commissioners to determine if they are the responsible commissioner. It is important to point out that the national opt-out applies to contracted activity data that has not been rendered anonymous.

Risk Stratification data for Indirect Care - NHS Digital collects this data for data processors working on behalf of GPs and CCGs. The GP data is linked to other records that they access, such as hospital attendance records in order to enable the CCGs (commissioners) understand the local population needs and plan for future requirement.

The source of the information shared in this way is your electronic GP record.

The source of the information shared in all of the instances above in this way is your electronic GP record.

Data Retention Period: 

All records held in the Practice EMIS  system are kept for the duration specified in the Records Management Codes of Practice for Health and Social Care


	1) Data Controller contact details

	The Partners, Hamstreet Surgery, Hamstreet, Ashford, Kent. TN26 2NJ

	2) Data Protection Officer contact details

	Dr Anup Patel 

	3) Purpose of the processing
	For purposes beyond individual care (research and planning) across the health and adult social care system in England.

	4) Lawful basis for processing
	The processing of personal data is permitted under the following GDPR and DPA conditions: 

GDPR Article 6(1) (e) - public interest or in the exercise of official authority;
DPA Section 8 (d) - processing is necessary for the exercise of statutory functions;
The processing of special categories of personal data concerning health is permitted under the following GDPR and DPA conditions:

GDPR Article 9 (2) (h) - processing is necessary for medical or social care treatment or, the management of health or social care systems and services;
DPA Section 10 (1) (c) – processing is necessary for health and social care purposes;
In accordance with DPA Schedule 1, Part 1, (2) - health or social care purposes means the purposes of preventive or occupational medicine; medical diagnosis; the provision of health care or treatment; the provision of social care, or the management of health care systems or services or social care systems or services.
Related Legislation: 

Section 251 NHS Act 2006 



	5) Rights to object 
	You have the right to raise an objection or opt-out of having your data shared for the purposes of indirect care (research and planning). You can do so via the national opt-out website .

	7) Right to access and correct
	You have the right to access, view or request copies of your personal data that is being shared and have any inaccuracies corrected. You have the right to restrict the processing of your personal information where the accuracy of the data is contested, the processing is unlawful or where we no longer need the data for the purposes of the processing. 

	8) Retention period 
	The data will be retained for active use during the processing and thereafter according to NHS Policies and the law.

	9)  Right to Complain. 
	You have the right to complain to the Information Commissioner’s Office, you can use this link https://ico.org.uk/global/contact-us/  

or calling their helpline Tel: 0303 123 1113 (local rate) or 01625 545 745 (national rate) 

There are National Offices for Scotland, Northern Ireland and Wales, (see ICO website)/


